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SOUTH AUSTRALIAN CYBER INDUSTRY CAPABILITY

Fostering a safe and
secure cyber industry

Cyber security protects our digital infrastructure across
all facets of personal life and business affairs. Staying
safe online and protecting personal data and sensitive
business information has become increasingly crucial in
today’s digital age.

We are committed to fostering cyber capability development, innovation,

and commercialisation across South Australia, through collaboration with
government, industry, and research institutions. Cyber security is a high
economic value sector that has been prioritised for growth in the state and
across Australia, and we are proud to play a key role in accelerating this growth.

To support effective cyber security practices within the state, we have compiled
Cyber Capability Matrix of leading South Australian organisations and the areas
of cyber security they specialise in, including:

Governance and identification
Detection and response Cyber research




South Australian Cyber Industry Capability Matrix
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Primary service/product offering (Cyber security products and services are over 75% of the total business offerings)
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Govern / Identify Protect (including critical infrastructure and security architecture) Detect & Respond
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Govern / Identify Protect (including critical infrastructure and security architecture) Detect & Respond
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Govern / Identify Protect (including critical infrastructure and security architecture) Detect & Respond
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Secondary service/product offering (Cyber security products and services are under 75% of the total business offerings)
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Govern / Identify Protect (including critical infrastructure and security architecture) Detect & Respond Research
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Published March 2025.

Disclaimer:

This document is based on self-reported responses and hasn't been audited by the Department of State
Development. While we strive for accuracy, the data’s completeness and reliability can't be guaranteed.

Please interpret the findings with caution and consider the potential limitations of self-reported information.

Businesses included in each Edition of the SA Cyber Industry Capability Matrix remains at the sole discretion
of the Department.

No responsibility for any loss or damage caused by reliance on any of the information or advice provided by
or on behalf of the state of South Australia, or for any loss or damage arising from acts or omissions made,
is accepted by the state of South Australia, their officers, servants or agents. Produced by the Government
of South Australia © March 2025. Content correct at time of printing.
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